
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

 

Where There’s 
Smoke, 

There’s....... 
Telehealth??? 

 

During the late 1960s and early 1970s, the federal government funded seven implementation projects for 
telemedicine, most of which focused on medical care issues and rural/underserved areas. 
 
The rapid advancement and availability of healthcare technologies in the past decade has fueled the fire for utilizing 
and expanding telehealth / telemedicine services for clinical and educational programs.  In response to the heightened 
interest, quality and feasibility of remotely delivered medical services, the Centers for Medicare and Medicaid 
Services (CMS) have addressed and expanded coverage for the services in specific situations. 
 
According to CMS, Telehealth Services are: 
 

 Healthcare services provided via advanced technology from one location to another 
 Provided in ‘real-time’, with two-way interactive video technology that is HIPAA (Privacy/Security) 

compliant 
 For the most part, provided to originating (remote) sites that are Rural Health Clinics (RHC), rural health 

professional shortage areas (HPSA) or Federally Qualified Health Centers (FQHC).  Additional sites added 
in 2008 legislation include community mental health centers, some restricted SNFs  and critical access 
hospital based dialysis centers 

 Restricted by numerous guidelines, frequency limitations, etc. 
 Require standard clinical documentation  
 Only covered if medically necessary 

Most states including Missouri have developed telehealth networks to provide and enhance care to underserved 
areas.  These networks also provide efficient infrastructure, resources and oversight for technological and logistical 
aspects of services.  
 
SLUCare has initiated a committee to explore, assess and address development and  
implementation of telehealth services under the auspices of the New Business  
Initiative Group.  Additional information and updates will be provided in the near future. 
 

 

Centuries ago, information about bubonic plague was transmitted across 
Europe by bonfires.  During the Civil War, the telegraph was utilized to 
transmit casualty lists and order medical supplies. In the late 1800s, the 
telephone was developed and physicians were among the first to adopt its use 
as a means of medical communication.  Numerous advancements in 
technology have contributed to the practice of medicine and accessibility to 
medical care.  NASA developed and implemented biomedical telemetry and 
communications for remote medical monitoring of astronauts.  The first 
interactive video link for patient care was established in 1964 between the 
Nebraska Psychiatric Institute and the Norfolk State Hospital, 112 miles away. 
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https://www.google.com/url?q=http://www.bestfootforward.us/PATIENTS/HEALTHLIBRARY/tabid/91/contentid/13621/Default.aspx&sa=U&ei=amtFU8DeEaPd2QXCiICwBQ&ved=0CDYQ9QEwBA&usg=AFQjCNGueWqO0F2Y0krWbIyOdBBUPyCD0Q


 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  
 
 
 
 

 
 
 
 
 
  
 

 

Please feel free to contact the Office of 
University Compliance at (314) 977-5545 or at 
slucompliance@slu.edu 
 

■■■ 
 

If you need to reference past newsletters, 
upcoming education dates or need more 
information on Compliance visit our website.  

 
 
Many people will be traveling for Spring break, 
the majority traveling with technology.  Here 
are a few helpful tips to assist in safely using 
your devices: 
  
 Secure your laptop or other mobile device 

with a strong password, OS Security 
Updates, anti-virus, anti-spyware and 
firewall software. 

 Before you travel, back up your files.  
 Do not connect to any unsecured Wi-Fi 

hotspots; you should only be accessing 
University/Sensitive Data via VPN. 

 If you are travelling internationally, 
contact the University Export Control 
Officer, Michael Reeves, 977-5880, 
mreeves8@slu.edu to ensure compliance 
with federal regulations.  

 If you have additional questions about 
securing devices, contact 
infosecurityteam@slu.edu 

 If an incident occurs while travelling, 
immediately contact 
infosecurityteam@slu.edu 
 

 

 

       

 

Tips for 
Traveling 

with 
Technology  
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