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SECTION I: INTRODUCTION AND PLAN OVERVIEW

Anthem is committed to ensuring that the services and programs it offers are in compliance with applicable Federal and State laws, regulations and regulatory and/or contractual requirements (collectively “Requirements”). To support this commitment and provide our members with quality benefits and services, Anthem has established this Ethics and Compliance Plan (“Compliance Plan”). This Compliance Plan sets forth the principles, policies, and procedures on how Anthem associates are required to conduct business and themselves. At a minimum, all associates covered by this Compliance Plan must ensure they act ethically and in accordance with applicable Federal and State laws.

Anthem’s Compliance Plan supports a culture of ethics and compliance and continuous improvement through an infrastructure that effectively prevents, detects, and resolves issues and conduct not consistent with our culture and applicable Requirements. It provides associates the knowledge and tools to perform their jobs in a compliant manner, identify potential compliance issues, and report suspected or known non-compliance, as well as fraud, waste and abuse.

A. Anthem’s Mission and Values

Anthem’s purpose statement reinforces the vision and core values Anthem strives to maintain in all aspects of our business. Through living our values and following the standards and requirements set forth in this Plan, Anthem associates ensure our integrity and reputation as an ethical company is upheld.

Our Purpose: Together, we are transforming health care with trusted and caring solutions.

Our Vision: To be America’s valued health partner.

Our Values: Our values provide an overall foundation for our success, helping define what we do and how we do it. We live these values, drive to deliver winning results, and raise the bar through continuous improvement.

References to the terms “we”, “our”, “us”, “Anthem” or the “Company” used throughout this document refer to Anthem, Inc., an Indiana corporation, and unless the context otherwise requires, its direct and indirect subsidiaries. Federal Government Service (FGS) is not included in this Master Compliance Plan.
B. Anthem’s Compliance Organizational Structure

Anthem’s Senior Vice President and Chief Compliance Officer (collectively “CCO”) has a direct reporting relationship to the Audit Committee of the Anthem, Inc. Board of Directors and an administrative reporting relationship to the Executive Vice President and General Counsel. Consistent with applicable Federal and State requirements, the CCO is responsible for ensuring Anthem has an effective Compliance Program and providing periodic reports directly to Anthem executives and the Company’s Board of Directors. The CCO oversees and participates on compliance committees and participates in the enterprise risk assessment process and development of enterprise audit activities.

Reporting to the CCO are the various teams that help implement and oversee Anthem’s Ethics and Compliance Program. In pertinent part, the key teams reporting directly to the CCO are:

- Ethics and Privacy
- Compliance Communications, Training, Risk & Reporting
- Commercial Business, Exchange, & Specialty Compliance (often referred to as CSBD)3
- Medicaid Compliance
- Medicare Advantage, Part D, and Medicare Supplement Compliance (often referred to as Medicare Compliance)
- Record Information Management

The following functions have an indirect reporting obligation to the CCO:

- AIM Specialty Health Compliance (often referred to as AIM Compliance)
- Federal Employee Program (FEP) Compliance
- HealthCore Compliance
- National Government Services (NGS) Compliance
- Pharmacy Solutions Compliance
- Program Integrity Team (as it relates to Anthem’s Fraud, Waste and Abuse Program)
- Resolution Health, Inc. (RHI) Compliance

All business areas are required to follow Anthem’s Ethics, Compliance, and Privacy policies and procedures, regardless of whether or not there is a direct reporting relationship to the CCO. Consistent with the preceding and spirit of Anthem’s Compliance Plan and culture, all major business areas are required to identify key compliance risks and to work with Compliance to develop appropriate mitigation plans and reporting.

3 Our Commercial and Specialty Business segment includes our Local Group, National Accounts, Individual, and Specialty businesses.
C. Components of Anthem’s Compliance Plan

The compliance principles upon which Anthem’s Compliance Plan are built are based upon and implemented in accordance with applicable Federal and State laws, regulations, and guidelines. The following information provides an overview of the eight (8) elements of an effective compliance program, which are derived from the Federal Sentencing Guidelines. The below also describes some of the key ways Anthem effectuates those requirements.

1. Implement Written Standards and Procedures

Anthem’s Ethic and Compliance Program implements and maintains written standard and procedures, including the Standards of Ethical Business Conduct (the Code), the Compliance Plan, and applicable policies and procedures to clearly document expectations regarding various ethics and compliance requirements designed to facilitate compliance with applicable laws, regulations, and guidance.

The Code is the foundation of Anthem’s Ethics and Compliance Program. The Code articulates Anthem’s commitment to comply with all applicable laws and regulations while providing guidance regarding actions, decisions, and operations that help Anthem and associate safeguard Anthem’s integrity and reputation as an ethical and compliant company. The Code is reviewed annually by Anthem's senior executives and updated and approved by the Anthem Inc. Board of Directors. All associates are expected to read the Code and understand their responsibilities under the Code. In addition, the Code is provided to all new associates upon hire, included in required annual compliance refresher training, and made available to all associates, as well as posted on Anthem's Internet site for public viewing.

Ethics and Compliance department's policies and procedures articulate Anthem’s commitment to integrity and provide detail on the specific actions and activities the Ethics and Compliance team will take to help Anthem and associates maintain an effective ethics and compliance program. They serve as a primary resource for associates to reference for guidance on conducting business activities in an ethical and compliant manner. The policies and procedures are reviewed on an annual basis, or more frequently when new laws, regulations, contractual provisions, or compliance guidance is released. These policies and procedures are a vital component of the Ethics and Compliance Program, and as such, apply to all associates.

Where required, supplemental ethics and compliance policies and desktop procedures are developed to address unique business unit specific requirements. Even if a policy or procedure does not specifically reference this Compliance Plan, they are all subject to and governed by this Plan. All associates are required to comply with Anthem's policies and procedures and to seek guidance from their manager or the appropriate Ethics and Compliance team if they are unsure of the policies and procedures that apply to their role and responsibilities or what those policies and procedures mean or require.

Some of the key ethics and compliance requirements and corresponding policies that apply to all Anthem areas may be accessed here.

2. Designate Personnel to Oversee Compliance

Anthem’s CCO is responsible for ensuring Anthem has an effective Ethics and Compliance Program. The Ethics and Compliance teams that report directly and indirectly to the CCO are charged with helping to ensure that Anthem has an effective Program.

In addition to the aforementioned reporting relationship and periodic reports provided to Anthem executives and the Company’s Board of Directors in Section B, the CCO meets with the Executive Leadership Team on a quarterly basis to review operational/business compliance, compliance program effectiveness, audit and monitoring results and/or prioritized compliance activities, concerns, and risks. The CCO oversees Anthem's Ethics and Compliance Program, leads an Enterprise
Compliance Council, participates in business area Compliance Committees on a quarterly basis and participates in the enterprise risk assessment process and development of enterprise audit activities on an annual basis.

In further support of Anthem’s Ethics and Compliance Program, Compliance Committees have been established and routinely operate with meetings on at least a quarterly basis. Chaired by Ethics and Compliance Officers, these committees focus on oversight and monitoring of compliance efforts and programs at the executive level. The CCO serves as a voting member of the applicable Compliance Committees, and uses her/his participation as a means of gathering information to update the executive leadership and Audit Committee of the Board on Anthem’s Ethics and Compliance Program.

3. Conduct Due Care When Delegating Authority

Anthem strictly enforces its policy not to employ any individual who has been excluded from doing business with the Federal government. To demonstrate efforts to avoid delegating authority to individuals with a history of engaging in illegal activities or behavior inconsistent with an effective ethics and compliance program, Anthem conducts initial and ongoing monitoring (monthly screening) of the OIG and GSA lists for excluded and debarred associates, as well as external board members (including subsidiary boards), vendors, agents/brokers, providers, >5% shareholders, and contractors. Anthem also screens individuals and entities that do business with Anthem against the Office of Foreign Assets Control (OFAC) sanctions lists, including all associates.

As part of the pre-employment screening process, Anthem also conducts background screenings in compliance with all Federal and State statutes. Additional credit checks (where permitted by law) may be required based on the position requirements, levels of responsibility (e.g. key role), Federal/State laws, and/or contractual/regulatory requirements.

4. Deliver Effective Education, Training and Communication

For associates to understand and support Anthem’s Ethics and Compliance program, we have to provide them with effective training on how to be compliant with our Compliance Program. To accomplish this, the Ethics and Compliance team administers new hire and annual education and training focused on ethical conduct and legal, regulatory, statutory, and contractual obligations. Consistent with this objective, Anthem requires all new associates to complete an online Ethics, Privacy, Information Security and Compliance (EPIC) course within the first 30 days of hire. This training includes a variety of general compliance and ethics topics and information. The general compliance training material educates newly-hired associates on the Anthem Code, corporate policies on the Company’s commitment to conducting business with integrity, policies on receipt and offering of gifts to business partners, policies on non-intimidation and non-retaliation for reporting potential compliance issues or fraud, and many other topics.

In addition, all associates are required to complete the annual online refresher training course, “I Am Anthem Ethics, Compliance, Privacy and Fraud & Abuse online training,” which affirms Anthem’s commitment to fostering an ethical and compliant culture in which the top priority is always to do the right thing. Examples of topics covered include an overview of Anthem’s Ethics and Compliance Program; channels for reporting compliance, ethics, privacy, fraud, waste, or abuse concerns, and for asking questions; an overview of relevant policies and procedures; consequences of non-compliance; important related laws and requirements; and the Code. Each associate completes an acknowledgement to confirm he/she has completed the course and agrees to comply with all guidelines.

At the conclusion of the annual refresher training, associates must complete a certification which includes questions regarding exclusion and debarment and previous felony or health care fraud convictions. Any positive response is followed up by the Ethics Office and investigated. The training is tracked and documented in a learning management system, which
allows Ethics and Compliance to ensure every associate completes the training. The course is to be completed within 30 days of assignment. If an associate is on an extended leave of absence, the training must be completed upon return.

As required or on an as-needed basis, supplemental business unit-specific compliance training or training on business unit desktop procedures is also required based upon the associate’s business unit, role, responsibilities and/or use/disclosure of protected health information (for example, Foreign Corrupt Practices Act training is provided to designated associates annually). Designated business unit associates will provide and track the training. Each business area is expected to perform individualized training on their department policies.

Anthem’s CCO or her/his designee is responsible for training Anthem, Inc. Board members and other external Board members on subsidiary boards about Anthem’s Ethics and Compliance Program. In pertinent part, this includes training on Anthem’s Code, HelpLine, Privacy Program, and Fraud, Waste and Abuse program. Ethics and Compliance will also conduct focused training sessions if they believe it is warranted or if requested by management. Additionally, if Ethics and Compliance identifies trends (including but not limited to), misconduct in a geographic area or business segment, enforcement, and/or compliance risks, targeted training will be administered to impacted audiences as appropriate.

Open lines of communication are essential to Anthem’s Ethics and Compliance Program. As such, a comprehensive risk-based Ethics and Compliance Communication Plan is developed annually to communicate key ethics and compliance initiatives to the enterprise. A key objective of this Communication Plan is open communication between the CCO and associates, the Board of Directors, members of Compliance Committees, and executive leadership. Anthem has mechanisms to disseminate Ethics and Compliance Program updates in effective and efficient ways. Some examples of how the key Ethics and Compliance Program messages are communicated on a routine basis to the organization are through Compliance Committees, Online News articles/announcements, online training, the Ethics and Compliance Resource Center, screensavers, posters, and newsletters. Additionally, “Ethics, Compliance, and Privacy Awareness Week” is an annual celebration where Ethics and Compliance sponsors various events and activities, including interactive online games and other activities, while also conducting Meet-N-Greet site visits at many offices across the country. Each day of the week typically includes interactive activities that are educational and focused around Anthem’s business values to help maintain an ethical and compliant culture.

Ethics and Compliance partners with the business, leadership, and staff to foster an ethical and compliant culture, maintain open communications, and encourage associates to bring concerns forward and speak up. All Anthem associates have an obligation to talk openly about ethical behaviors, make ethical decisions, and report suspected or observed misconduct or fraud. Ethics and Compliance promotes the “Do the Right Thing” recognition program to recognize associates who embrace and embody what it means to act ethically and with integrity. Associates are encouraged to nominate associates who make noteworthy ethical decisions. Select examples are leveraged and shared in Online News and on the intranet or in other communication vehicles as real-world examples of behaviors to emulate.

5. Administer Ongoing Monitoring, Auditing and Reporting

Anthem has established and implemented an effective system for monitoring and auditing to help ensure compliance with all applicable Federal and State standards, as well as internal policies and procedures. Anthem also requires the organization to have an internal audit plan that identifies audits to be performed. Anthem’s Internal Audit Master Audit Plan (commonly referred to as MAP) is presented at least annually to the Audit Committee of the Board of Directors for approval.

In addition to the audits conducted by the Internal Audit team, Anthem’s Ethics and Compliance team conducts ongoing monitoring, auditing, testing, and reporting to confirm compliance with applicable ethics and compliance requirements. Ethics and Compliance provides oversight and guidance to all Ethics and Compliance teams (direct and indirect teams) to help ensure Anthem maintains an effective ethics and compliance program. This includes tracking and monitoring
regulatory examination and audit activities for Anthem, as well as monitoring the implementation of new laws and regulations across the enterprise to ensure regulatory compliance. Additionally, the Ethics and Compliance team, in coordination with the business, is accountable for periodically assessing and ranking the risks for key business functions, developing effective risk mitigation plans, and monitoring implementation of those risk mitigation plans on a regular basis. This process allows Anthem to effectively reduce risk and improve the effectiveness of Anthem’s Ethics and Compliance Program.

The Ethics and Compliance team periodically reviews investigations/inquiries to determine if any trends are developing in misconduct or process issues. If abnormal patterns or compliance concerns are identified, the Ethics and Compliance team will work with the applicable business leader(s) to identify the root cause, develop appropriate corrective actions, and monitor the corrective actions implemented by the business owner to ensure they remediate the issue. In addition, the Ethics and Compliance team periodically administers an Integrity/Culture Survey to assess the overall culture in the organization, including specific questions on ethics and integrity. Further, the Ethics and Privacy team conducts self-assessments, trending, and monitoring based upon top risks.

Anthem monitors and reports on key performance metrics. These metrics are assessed against required regulatory performance measurements, as well as internally-identified performance measurements. Through these established metrics and indicators of effectiveness, reviews and reporting are designed to help evaluate and improve the effectiveness of processes and related controls or systems to support compliance with company policies and procedures, government enforcement trends, industry guidance documents, and other applicable laws and regulations.

6. Perform Consistent Enforcement and Discipline of Violations

Anthem has a strong commitment to compliance and the enforcement of the Ethics and Compliance Program standards, applicable laws, and regulations. Anthem’s Code specifies the actions required of associates and contractors, as well as the disciplinary actions that can be imposed for noncompliance. Any associate approving or participating in actions that violate the Code, this Compliance Plan and applicable addendums to this Compliance Plan, company policies, or applicable laws and regulations is subject to corrective action, up to and including termination of employment/contract. The corrective action is dependent on the nature and circumstance of the violation. Examples of misconduct that could result in corrective action can be found in the Code. The Code is approved by Anthem’s Board of Directors and monitored to help ensure consistent enforcement.

Ethics and Compliance will recommend disciplinary action based on previous investigations of the same or similar misconduct; the information obtained from interviews with the associate; management and possibly other involved parties, such as co-workers or our members; and input from HR and/or Legal as to the associate’s work history, the risk to the company as a result of the associate’s acts, or any other relevant information. The database is reviewed on a regular basis to ensure similar categories of offenses have consistent disciplinary outcomes.

Ethics and Compliance ensures relevant scenarios and guidance are included in new hire and annual training regarding the consequences of misconduct. In addition, the Ethics and Compliance team regularly distributes to the entire organization articles and information that include relevant facts and information derived from investigations to help associates understand the implications and consequences of non-compliance and misconduct.

7. Investigate, Respond and Prevent Misconduct

The Ethics and Compliance team has a variety of methods available to associates to ask compliance questions, review concerns, or report suspected misconduct. The Ethics and Compliance team maintains the Helpline: 1-877-725-2702. This line is staffed during business hours by Ethics staff and is available 24 hours a day via voice mail. In addition, there is a post office box (P.O. Box 791, Indianapolis, IN 46206) as well as an email box (ethicsandcompliance@anthem.com) available for reports. Reports may be submitted
confidentially and anonymously to the Ethics Office using the HelpLine, email, or physical mailing address. Irrespective of the method used to disclose a compliance concern, Anthem adheres to a strict non-retaliation policy for compliance concerns reported in good faith. Anthem’s no-tolerance policy for retaliation and retribution against any associate or contractor who reports an issue in good faith is widely publicized and communicated to associates and contractors through several mechanisms, including the Code, compliance posters, electronic news letters, and email footers. The Helpline number is listed on Ethics, Compliance and Privacy posters, online, and in the Code and on the back of the associate badge. Also, during exit conference meetings, all terminated associates are required and provided the opportunity to report potential or suspected violation(s) of Anthem’s Code, government contract requirements, Anthem policies and procedures, unethical behavior, or other violations, such as FCPA violations. Ethics and Compliance staff follows up on any reports received during the termination process. If warranted, the Ethics and Compliance team will open an investigation to confirm and address reported Ethics and Compliance issues.

All Anthem associates are aware, through general ethics and compliance training programs and the Code, that they have an affirmative obligation to make a report of suspected misconduct, and that the result of misconduct can be disciplinary action up to and including termination of employment.

In the event of reported or suspected associate misconduct, the Ethics Office is primarily responsible for conducting an investigation. In specific instances, inquiries are referred to another area. For example, member fraud allegations are referred to Anthem’s Special Investigations Unit (SIU), and allegations of sexual harassment are referred to Human Resources. All inquiries to the Ethics and Compliance Helpline, or those presented through any other method of reporting, are logged in a database upon receipt. Each inquiry is assigned to an Ethics Office associate who follows the issue through to resolution. Investigations are resolved in a variety of ways, from counseling an associate up to termination of employment. All associates have a duty to fully cooperate with an Ethics and Compliance investigation. All records surrounding investigations are maintained in accordance with applicable law or ten (10) years (whichever is longer).

After investigations are closed, the Ethics and Compliance team reaches out to and monitors non-anonymous reporters (who may be at risk for retaliation). This monitoring is designed to ensure that Anthem’s non-retaliation policy is followed and monitored.

8. Prompt Response to Detected Offenses

The Ethics and Compliance team is committed to conducting timely, independent, and objective investigations of potential compliance concerns or misconduct. Potential compliance or misconduct can be identified through monitoring, auditing, Helpline calls, or a myriad of other mechanisms or sources. For potential compliance issues involving allegations of member harm, disruption of urgent services, or significant payment concerns, the risk assessment may be heightened, so member harm or access-to-care issues receive top priority and immediate or prompt attention to mitigate the issue or risk.

In addition, Anthem utilizes a breach notification tool to report and respond to privacy and information security-related compliance issues. All reported issues are promptly reviewed and investigated with support and assistance from other departments/functions to determine the root cause, appropriate mitigation and resolution steps, and monitoring, auditing, or reporting to confirm resolution. Where appropriate and consistent with contractual, legal, regulatory, and policy requirements, full and voluntary disclosure of material non-compliant processes, inaccurate reporting, or similar issues may be appropriate and/or necessary to the Centers for Medicare and Medicaid Services, Medicare Drug Integrity Contractors, Office of Inspector General, Office of Policy Management, or other appropriate Federal or State agencies.

As identified throughout this Compliance Plan, as well as the Code, all associates are trained and expected to take immediate action when fraud, waste, or abuse or any other compliance issue is suspected. Associates have several options available to promptly report any suspected or identified fraud, waste and abuse issues. These include, but are not limited to, the following:
Anthem adheres to a strict non-retaliation policy, so all associates have the option to report potential issues in a confidential and/or anonymous manner.

D. Effectuation of the Anthem Compliance Plan

The objective of Anthem’s Ethics and Compliance Program is to establish an effective program that provides a framework to operationalize applicable Federal and State laws, regulations, contractual requirements, and policy guidance, as well as create a mechanism for preventing, detecting, correcting, and reporting applicable violations of those laws, regulations, and policy guidance. The following information provides an overview of how Anthem adheres to this commitment:

1. Compliance with Regulatory Requirements and Laws

Anthem is committed to complying with all Federal and State laws, specifically laws, statutes, and regulations designed to prevent or reduce fraud, waste, and abuse including, but not limited to applicable provisions of Federal criminal law; The False Claims Act (31 USC 3729 et seq.); The Anti-kickback statute (Section 1128B (b) of the Act); and Health Insurance Portability; Accountability Act (HIPAA) (45 CFR Parts 160, 162, and 164); and the Patient Protection and Affordable Care Act (42 USC 1800 et seq). To ensure a compliant culture is maintained at Anthem, all associates must be familiar with and comply with applicable Federal and State laws.

2. The Annual Compliance Plan Methodology

The Anthem Compliance Plan is reviewed at least annually by the CCO, the Ethics and Compliance team, and applicable business unit Compliance Committees. Revisions can and will be made throughout the year if regulations or Anthem’s Ethics and Compliance program change. The CCO provides the final review and approval. For the business areas that include an addendum to the Compliance Plan, these addendums are reviewed at a minimum annually and revised as needed. The elements of an effective ethics and compliance program as specified in the Federal Sentencing Guidelines serve as the foundation of the Anthem Compliance Plan.

3. Compliance Plan Policies and Procedures

Anthem has policies and procedures in force that document and demonstrate how Anthem effectuates applicable requirements and its commitment to comply with applicable requirements, including, but not limited to HIPAA, Sarbanes-Oxley (SOX), and CMS guidelines for fraud, waste, and abuse and effective compliance programs. All of these policies and procedures describe the ways in which Anthem has operationalized and effectuated these requirements. The Code; business area compliance policies and procedures; and Ethics, Compliance and Privacy policies and procedures are reviewed and, where appropriate, updated at least annually. Applicable policies and procedures governing Anthem’s compliance may be updated more frequently than annually based on new requirements or changes in procedure.
E. Program Integrity (Fraud, Waste and Abuse)

Anthem is committed to detecting, correcting, and preventing fraud, waste and abuse (FWA) in its operations consistent with applicable laws, regulations, and guidance. Anthem’s SIU has an effective program in place to proactively and reactively identify and investigate suspected fraud and abuse and to proactively help prevent payment of fraudulent, wasteful, or abusive claims. The SIU also partners with federal and state regulatory agencies, other insurance carriers, and various trade associations to coordinate investigative efforts and to share relevant FWA information. Additionally, the SIU team strives to educate members, providers, associates, vendors and the general public regarding fraud, waste and abuse.

SECTION II: REGULATORY AND INTERNAL AUDITING

1. Internal Audits

Anthem's Internal Audit Department supports the overall strategy for performing and monitoring audits of plan operations and subcontractors. Internal Audit reports to the Anthem Vice President of Internal Audit & Chief Risk Officer, who reports directly to the Audit Committee of the Board of Directors and administratively reports to the Executive Vice President and Chief Financial Officer.

Each calendar year, the Vice President of Internal Audit & Chief Risk Officer prepares a risk assessment of the Anthem organization, its subsidiaries, and key affiliates. The risk assessment process includes:

- Interviews of senior management and surveys of selected management of operational and geographic regions.
- Review of additional background documentation (e.g., membership, financial assumptions, prior audit results, business and information technology strategies, and plans for each of the strategic business units).
- Results are compiled and ranked according to a consistent risk assessment template.

Preparation of the Internal Audit Master Audit Plan (MAP) is as follows:

- The Internal Audit leadership team reviews all of the results from the risk assessment process of the Anthem organization to develop the draft MAP.
- The draft MAP is reviewed at a high level with the External Auditor to solicit their input.
- The MAP is reviewed with the CEO and members of the Executive Leadership Team prior to final review and approval by the Audit Committee.

The MAP is updated throughout the year to respond to changes in the overall business control environment identified through receipt of new information from audits, changes to business plans and projects, and requests from management.

Audit reports are provided at the conclusion of each audit to relevant executive management.

The Vice President of Internal Audit & Chief Risk Officer meets on a regular schedule with the CEO as well as with the Chairperson of the Audit Committee and informally provides periodic updates regarding the status of the MAP and significant risks and control issues. The Vice President of Internal Audit & Chief Risk Officer also provides at least a semiannual update to applicable executives and/or the Board on significant risk issues within the organization and Internal Audit activity.

Complementary to this process, Ethics and Compliance also identifies auditing and monitoring program activities through prioritized risk areas, and performs monitoring reviews of critical processes.
In addition, on at least a quarterly basis, the Vice President of Audit/Compliance provides a formal update to the Audit Committee of the audit engagements. This update includes, but is not limited to:

- Audits completed by quarter
- Significant risks, exposures and control issues identified, and management action plans
- Status of open audit findings to date
- Changes to the MAP

2. Regulatory Audits

Anthem participates in many regulatory audits each year. Compliance associates in the business areas work closely and actively with the business to support participation in these audits. All regulatory audits are tracked either in the business area and/or at the enterprise level. Designated associates in the business areas manage the audits or examinations from regulators, coordinate the company’s efforts to respond to the regulators requests, and lead efforts following the audit. Business areas monitor the progress and outcomes of the audits closely, to include associated findings, corrective action plans, and related fines. Audit progress and outcomes are also monitored by the Regulatory Oversight team in Ethics and Compliance.

SECTION III: BUSINESS AREA COMPLIANCE ADDENDUMS

Some business areas, contracts, or laws require Anthem to implement additional or different compliance requirements that do not apply to all Anthem associates, business lines, or business products. In those instances, this Compliance Plan and the attached Business/Product Specific Compliance Plan Addendums (“Addendum”) apply to staff supporting that business. If there is a conflict between this plan and the attached Addendum, the Addendum supersedes this plan. Addendums are reviewed and approved at a minimum annually by the compliance committee governing the business areas or comparable governance/leadership structure accountable for overseeing that business unit’s specific Ethics and Compliance efforts. Approved Addendums are listed below and hereby incorporated by reference into this Plan.

1. Compliance Plan Addendums

- CSBD Compliance
- Exchanges Compliance
- HealthCore Compliance
- Medicaid Compliance
- Medicare Compliance
2018 Anthem Compliance Plan
Medicare Addendum

Effective 1/1/2018
Revised 12/12/2017

Anthem, Inc. Proprietary and Confidential
This Ethics and Compliance Plan Addendum ("Addendum") is intended to supplement the Anthem Ethics and Compliance Plan ("Compliance Plan") with respect to the Company’s Medicare \(^1\) and related Compliance Program. The Addendum provides additional detail and requirements that apply to Medicare. In the event there is a conflict between this Addendum and the Compliance Plan, terms of this Addendum supersedes the Compliance Plan as it relates to the Requirements associated with the areas/products covered by this Addendum.

Included under the relevant section headings used by the Anthem Ethics and Compliance Plan as well as the following additional sections apply to this addendum: Screening Enrollee Complaints, Complaint Tracking Module (CTM) Team, Monitoring and Auditing First Tier, Downstream and Related Entities (FDRs), Denying Claims by Excluded Providers, Pharmacy and Therapeutics Committee, Proposed Audit Schedule and Appendices.

SECTION I – INTRODUCTION AND PLAN OVERVIEW

The Presidents for Anthem Medicare have primary responsibility for ensuring appropriate actions and resources are put in place to promote compliance with applicable laws and regulations. Accordingly, each Anthem associate, and contracted FDR, supporting Medicare is responsible for ensuring their work and functions promote compliance and are consistent with the principles expressed in this Medicare Compliance Plan Addendum. This accountability involves Anthem associates, including paid interns, temporary workers, independent contractors, the Anthem Inc. Board of Directors, and independent Board members of Anthem’s wholly owned subsidiaries Board of Directors. The Medicare Compliance Department is responsible for assisting Medicare business comply with applicable requirements, as well as implement monitoring and oversight processes to confirm compliance and proactively identify issues of non-compliance. Each business area supporting Anthem Medicare compliance efforts is expected to have procedures, and policies to further demonstrate Anthem’s commitment to compliance. The Medicare Compliance Department is also responsible for helping Medicare implement appropriate oversight policies, procedures, and reporting for FDRs, including the Pharmacy Benefits Management (PBM) vendors. Additionally, the Medicare Compliance Department works in collaboration with other areas within Anthem, such as the Chief Compliance Officer, Ethics, Privacy and Compliance and Corporate Internal Audit to confirm appropriate oversight and effective controls are in place for Anthem and FDRs and to ensure compliance with applicable laws and regulatory requirements. *Please see__

---

\(^1\) Medicare Programs, Medicare Plan or Medicare – for purposes of this document, shall include any and all standardized Medicare Supplement, Medicare Advantage, Medicare Prescription Drug and/or Medicare-Medicaid plans (MMPs) that Anthem, Inc. or its subsidiaries offer or provides significant administrative support. Attached in Appendix 1 is a listing of the Anthem affiliated companies who have an active contract with CMS for MA, Part D, and/or MMP, and who are covered by this Anthem Ethics and Compliance Plan Medicare Addendum also referred to as Medicare Compliance Plan Addendum or Addendum throughout the document.
Anthem’s Medicare Compliance Department strives to have an effective Compliance Program in place that adds value to our Medicare plan members, FDRs and Anthem associates. The Medicare Compliance Department measures the effectiveness of the Compliance Program on a continuous basis throughout the year. Measures such as the results of internal and external audits, internal monitoring, and associate comprehension of training received via testing, self-disclosures, monthly compliance reporting, and the Medicare Risk Register are some of the tools utilized to determine if new trends are emerging and if the Compliance Program is effective. Additionally, monthly metrics provided by the business units allow Medicare Compliance to assess the effectiveness of Anthem’s Medicare Compliance Program and controls. It is the goal of Anthem to identify issues and trends early to prevent deficiencies. When issues are identified, root cause analysis is completed and appropriate adjustments are made to procedures and processes to mitigate and reduce the possibility of future issues. When revised processes are put into place, additional monitoring is implemented to ensure the improvements are effective and sustainable. In addition to the several tools utilized by the Medicare Compliance Department to evaluate effectiveness, the compliance program is regularly assessed by Leadership and independent internal and external sources to help ensure adequate resources are in place to promote and enforce all aspects of the Medicare Compliance Plan Addendum and to ensure Anthem has an effective compliance program. In pertinent part, the size and structure of Anthem’s Medicare Program, the number and scope of FDRs and current risks are all taken into consideration when determining appropriate resources and the effectiveness of Anthem’s compliance program.

A. Anthem’s Medicare Compliance Organization Structure

The Vice President of Medicare Compliance serves as the Compliance Officer for Anthem’s Medicare Plans (Compliance Officer) and is responsible for managing the Medicare Compliance Department. The Compliance Officer reports directly to the Anthem Chief Compliance Officer who reports directly to the Anthem Board of Directors (the Board); the Medicare Compliance Officer has an indirect reporting relationship to the Board. Consistent with applicable State, Federal and CMS requirements, the Compliance Officer makes periodic reports to Anthem executives and the Board on Anthem’s Medicare compliance program; the Medicare Compliance Officer provides periodic reports directly to the Audit Committee of the Board. In addition, the Compliance Officer must provide regular compliance program updates directly to executive business leadership, Medicare Compliance Committee, and indirectly to higher level Compliance Committees and Board level subcommittees. The afore mentioned Medicare Compliance Officer reports to the Audit Committee of the Board are in addition to the quarterly reports by the Chief Compliance Officer. The Chief Compliance Officer’s quarterly reports and presentations to the Audit Committee of the Board always include an update and information on Medicare Compliance. This communication process ensures Anthem’s governing body is well-informed on all compliance activities and issues. Please see Appendix 3- Compliance Committees Organizational Chart.
The Medicare Compliance Department is organized around several key roles and is composed of the following teams (Please see Appendix 4 – Medicare Compliance 2018 Key Accountabilities for more details):

- Compliance Coordination – This area is responsible for managing and facilitating activities between Anthem Medicare and its Regulators - including CMS, Office of Inspector General (OIG) and State Departments of Insurance. It is made up of the following teams:
  - Medicare Advantage Support – This team consists of regulatory compliance associates embedded in key operational areas. These Regulatory Compliance Directors/Managers are subject matter experts dedicated to supporting the specific business areas that are assigned to help reinforce our Compliance Culture and to proactively identify, prevent and detect issues.
  - Compliance Coordination, Reporting and Medicare Supplement Compliance - This team is responsible for the coordination and oversight of Medicare reporting activities – to the regulatory agencies as well as internal executive bodies (Executive Leadership Team (ELT), Anthem Board of Directors). Additionally, this team is responsible for reviewing and submitting compliant Medicare Supplemental Product Filings, and for coordinating/managing the submission of various CMS and Department of Insurance required reports.

- External Audit & Compliance – This team coordinates and oversees all external audit and enforcement activity (such as corrective action plans, notices of non-compliance and written warning letters) related to Medicare. Additionally, this team facilitates internal compliance reporting and the In-Line Monitoring Program. The team also maintains accountability for risk assessment and risk register.

- Regulatory Integration and Policy Team – This team is accountable for managing and overseeing new hire Medicare compliance training and ongoing collaboration with corporate compliance on annual and new hire corporate compliance training, communications, and training programs: managing the policies and procedures process and the supporting system ensuring annual updates, and the Regulatory Integration process and supporting programs for Medicare.

- Sales and Marketing Compliance – This team is accountable for working with the Medicare Sales, Marketing, Advertising and e-Business departments to develop and implement innovative programs to support growth in Anthem’s Medicare business, while also maintaining compliance with all applicable CMS requirements. The Team also manages the CMS Regional Office marketing relationships for MA/PD and MMP plans, and supports Sales and Marketing oversight programs, such as the Sales Incident Program which provides a comprehensive process to track, investigate, and coordinate corrective actions related to allegations against Anthem’s Medicare sales program.
• Part D and FDR Oversight Team – This team is accountable for the facilitation of the FDR Oversight Program, which helps ensures all FDRs supporting Anthem Medicare are in compliance with applicable requirements, as well as oversight of compliance efforts specific to Anthem’s Prescription Drug Plans.

• Medicare-Medicaid Compliance – This team provides technical and administrative support for the two (2) MMP markets – California, and Texas. Staff is responsible for ensuring the health plan operates within the requirements of the 3-Way contract and all applicable Medicare Advantage and Medicaid requirements.

It is important to note an underlying assumption of the Medicare Compliance organization is that responsibility for compliance with all regulatory requirements resides with the Medicare business units which operate Anthem’s Medicare plans. This responsibility cannot be satisfied through delegation to another functional area, and therefore, the structure of the Medicare Compliance Department has been organized in a manner to assist Medicare in achieving their compliance goals. Compliance is everyone’s responsibility. Please see Appendix 5 – Medicare Compliance Organizational Chart.

B. Components of Anthem’s Medicare Compliance Plan Addendum

Pertinent regulations for Medicare, are, in part 42 CFR § 422.503(b) (4) (vi); CMS’ Prescription Drug Benefit Manual Chapter 9 and CMS’ Medicare Managed Care Manual Chapter 21 - Section 50

1. Implement Written Standards and Procedures and Standards of Conduct

In addition to the Ethics, Privacy and Compliance Department’s policies and procedures, the Medicare Compliance Department maintains and houses policies and procedures specific to Anthem Medicare. These documents provide associates with guidance on how to perform their daily tasks and maintain compliance with applicable Federal and State requirements. The Medicare policies and procedures are housed in centralized repositories, and are tracked to ensure they are reviewed by Medicare Management on an annual basis or more frequently when new regulations or guidance is released. Please see Appendix 6 – Policy and Procedure Index.

The FDRs for Anthem Medicare are provided an electronic copy of the Anthem Standards of Ethical Business Conduct (SOEBC) and Medicare Compliance Plan Addendum on at a minimum, an annual basis, when materially changed or revised and upon request. Please see the Anthem SOEBC and Departmental Policy and Procedure for more details. To ensure proper oversight of our FDRs, Anthem utilizes an annual monitoring process and risk-based audit process to ensure the FDRs adhere to our standards and/or adopt and follow a code of conduct particular to their own organization that reflects a similar commitment to detecting, preventing and correcting non-compliance, conflicts of interest, Fraud, Waste, and Abuse (FWA) and other relevant oversight information.
2. Compliance Officer, Compliance Committee and High Level Oversight

Anthem’s Chief Compliance Officer is the assigned Compliance Officer and is responsible for ensuring Anthem has an effective Corporate Compliance Program. The Chief Compliance Officer has a direct reporting relationship to the Audit Committee of the Anthem Board of Directors and provides quarterly reports on ethics and compliance activities and concerns. The Chief Compliance Officer oversees and participates on compliance committees, and participates with the enterprise risk assessment process and development of enterprise audit activities on an annual basis. Please see Appendix 7- Corporate Internal Audit and Enterprise Risk Management (ERM) Organizational Structure.

Anthem’s Vice President Medicare Compliance is the dedicated and independent Compliance Officer for Anthem Medicare, and is responsible for ensuring Medicare products and services meet all applicable Federal and State regulations and guidelines. The Medicare Compliance Officer directly reports to the Chief Compliance Officer. The Medicare Compliance Officer provides regular reports and updates, including issues identified, investigated, and resolved, to the Board or applicable subcommittees of the Board on the status of Anthem’s Medicare Compliance Program. The Anthem Chief Compliance officer provides reports to the Board directly and the Medicare Compliance Officer also provides periodic reports directly to the Board. This reporting process ensures Anthem’s governing body is aware and knowledgeable of compliance activities and concerns, including compliance program outcomes, the results of internal and external audits and pertinent government compliance enforcement activity. In addition, the Medicare Compliance Officer has express authority to provide compliance updates and reports directly to the Anthem President and CEO, as necessary. In addition, the Chief Compliance Officer provides reporting and meets at least quarterly with Anthem’s President and CEO to update him/her on Anthem’s Ethics & Compliance program. These updates always include information related to Anthem’s Medicare Compliance.

Anthem has several compliance committees, organized by business unit, which are comprised of specific individuals to help ensure each committee is tailored to meet the compliance needs of the particular business unit or issue. The Chief Compliance Officer oversees each compliance committee. Please see Appendix 3 - Compliance Committees Organizational Chart for a chart of the relevant compliance committees the Chief Compliance Officer oversees in relations to Anthem Medicare. In addition, Anthem has established a Medicare Compliance Committee, which meets on a monthly basis and is chaired by the Medicare Compliance Officer or their designated representative.

The Medicare Compliance Committee focuses on Medicare plan compliance efforts and programs. The Medicare Compliance Committee reflects the size and scope of Anthem’s Medicare business and includes associates responsible for Medicare Compliance, Ethics, Privacy and enterprise Compliance, Grievances and Appeals, business unit representatives (i.e. Vice Presidents or their delegates), Legal, Medical Management, Operations, Underwriting, Finance, Actuarial, Special Investigations Unit (SIU), Internal Audit and other ad hoc participants as required. The role of the
Committee is to monitor and provide guidance on Anthem’s Medicare plans, review major compliance issues, engage in oversight activities related to remediation of compliance risks, and identify areas for training and education of associates and FDRs. The Medicare Compliance Committee conducts oversight of Anthem’s Medicare compliance program, which includes the review and approval of the Medicare compliance and FWA trainings, Medicare Compliance policy and procedures, and the Medicare Compliance Plan Addendum, on at least an annual basis. Issues brought to the Medicare Compliance Committee include but not limited to matters disclosed to CMS, FWA trends found, Internal Audit findings and any high rated risks identified from the risk register. Minutes of each meeting of the Medicare Compliance Committee are maintained and reflect all oversight activities conducted. Please see Appendix B - Medicare Compliance Committee Charter.

Additionally, Anthem has implemented an FDR Compliance Committee which reports at least quarterly to the Medicare Compliance Committee. The FDR Compliance Committee is an authorized sub-committee of the Medicare Compliance Committee and is responsible for overseeing FDR’s supporting Anthem’ Medicare and for providing regular updates and recommendations to the Medicare Compliance Committee on FDR matters. The members of this committee include the Medicare Compliance Officer, the Director of FDR and Part D Oversight, and Anthem business owners who oversee FDR relationships. The FDR Compliance Committee meets quarterly and discusses items such as FDR risks, data trends, and the auditing schedule.

3. Deliver Effective Training and Education

In addition to the Anthem corporate Ethics & Compliance training, Anthem associates supporting Medicare business receive additional specialized Medicare Compliance training within 30 days of being hired or within 30 days of assuming Medicare-related responsibilities. This specialized training is intended to ensure each Medicare associate’s work is performed in a manner compliant with federal and state regulations applicable to the Medicare program. The training course includes an overview of Medicare Compliance at Anthem, critical information on how to identify and report Medicare Compliance and FWA concerns, details the necessity of compliance with Medicare laws, regulations, policies and standards governing the work and the expectation of ethical conduct in supporting Medicare. The responsibility for administering this training resides with the Medicare Compliance Department. In addition, supplemental compliance trainings are provided throughout the year on an assortment of topics through various methods from communication blasts to shared webinar trainings.

Additionally, Anthem requires compliance and FWA training for the Board of Directors. This training emphasizes the oversight role of the Board of Directors with Anthem. The training also covers the Board’s fiduciary responsibilities, promoting a culture of compliance, and an overview of the Ethics and Compliance Program in addition to other topics. This training is conducted within 90 days of appointment and at least annually thereafter.
All associates at FDRs working on behalf of Anthem’s Medicare plans are required to complete general Compliance and FWA training within 90 days of initial hire and annually thereafter. Compliance with these training requirements is required to be reported to Medicare Compliance through the FDR Oversight Program. Additionally, each FDR is required to submit an annual attestation document certifying all associates received and completed annual FWA training.

Attestations are maintained by Delegation Oversight. In the event of an update, upon notification and receipt of the updated training documents from Medicare Compliance, Delegation Oversight will submit the documents to the FDRs and will collect the attestation confirming their compliance with the updated requirements. On an annual basis, during the FDR’s annual audit, the Delegation Oversight Department assesses compliance with the General Compliance and FWA Training provided to their employees and downstream entities as needed.

Additional details regarding FDR Oversight can be found in Section II of this addendum.

4. Effective Lines of Communication

A key factor in Anthem’s Compliance Program is open communication between the Medicare Compliance Officer and associates, FDRs, the Board, members of the Compliance Committee, the Chief Compliance Officer and the Executive Leadership. Anthem has mechanisms for the Medicare Compliance Officer to regularly disseminate Medicare Compliance Program updates and messages in effective and efficient ways. Some examples of how the compliance message is communicated to the organization are through the: Medicare Compliance Committee, on-line articles/announcements, on-line training, Regulatory Integration meetings, monthly CMS calls and preparation meetings, compliance reports, quarterly ELT reporting, reporting and information presented at Audit Committee meetings and Medicare trainings.

Within Medicare, there are additional methods for associates to contact the Medicare Compliance Officer with a compliance question, a concern, or to report misconduct. Through posters, online articles and details on emails from the Medicare Compliance team, associates are reminded they may contact the Medicare Compliance Officer directly (303-764-7277) as well as the Chief Privacy Officer (513-336-2703) to report compliance concerns.

Finally, Anthem understands the importance of communication with our Medicare enrollees about the identification and reporting of potential FWA concerns. To ensure our members are aware and educated on the options for reporting issues, Anthem includes information on how to identify and report FWA on various member communications, including Explanation of Benefits, Post-Enrollment materials, Welcome Kits, and Plan websites.

5. Perform Consistent Enforcement and Discipline of Violations

The disciplinary standards are covered by Anthem Ethics and Compliance plan.
Investigations involving Medicare are reviewed with the Medicare Compliance Officer regularly. The Corporate Ethics, Privacy and Compliance Department frequently engage the Medicare Compliance Department for specific expertise and input into investigations as needed. As appropriate, investigation summaries are also reported to the Medicare Compliance Committee. Please see the Ethics and Compliance Investigations Policy and the Ethics and Compliance Government Regulators Disclosure Policy for more details.

6. Administer Ongoing Monitoring, Auditing and Identification of Compliance Risks

Anthem has established and implemented an effective system for monitoring and auditing to ensure compliance with all applicable Federal and State standards, as well as internal policies and procedures. Anthem also requires the organization to have an internal audit plan that identifies audits to be performed, as well as an internal audit plan that identifies oversight (e.g., auditing and monitoring) to be performed of FDRs, as applicable. Anthem’s Audit Plan for Medicare is developed during the Internal Audit Department’s annual risk assessment and planning process. Additionally, the External Audit & Compliance team within the Medicare Compliance Department oversees an in-line monitoring program. The in-line monitoring program identifies risk areas and performs monitoring reviews of critical processes within Anthem Medicare areas. Internal Audit coordinates with the External Audit & Compliance team to minimize the overlap between the Anthem Audit Plan and in-line monitoring plan. Ongoing assessments of risks impacting Anthem Medicare are reviewed at least quarterly with leadership and adjustments are made to the Internal Audit and In-Line Monitoring Plans as appropriate based upon these risks and other relevant factors. Please see Appendix 9 – 2018 Medicare Compliance Monitoring and Oversight Plans.

7. Prompt Response to Compliance Issues

The primary tool used for responding to Medicare compliance issues is the Compliance Communication Center (CCC) issue form and disclosure process. For potential compliance issues reported to the CCC involving allegations of member harm, disruption of urgent services or significant payment concerns, the risk assessment level is heightened so that member harm or access to care issues receive top priority and immediate attention. In addition, Medicare Compliance has in place a system for implementing and tracking internal corrective action plan requests that may include training, counseling, or disciplinary actions involving associates or FDRs and which are designed to correct and prevent future noncompliance. More information on the CCC Process is located in Section C5 of this Addendum. In additional to the CCC Process, Anthem utilizes an electronic breach notification tool to report and respond to privacy and security-related compliance issues. All reported issues are promptly reviewed and investigated by Medicare Compliance to determine the appropriate mitigation and resolution steps.

In addition to those options noted for Anthem, Medicare associates are also encouraged to contact the Medicare Compliance Officer (303-764-7277); or to call the Ethics and Compliance Helpline (877-
Anthem adheres to a strict non-retaliation policy, so all associates have the option to report potential issues in a confidential and anonymous manner.

C. Effectuation of the Anthem Medicare Compliance Plan Addendum

1. Compliance with Regulatory Requirements and Laws

The Regulatory Integration program within Medicare Compliance reviews, communicates and tracks applicable regulations governing Anthem Medicare. The Regulatory Integration program also supports administering training on new laws and regulations impacting Medicare.

2. The Annual Medicare Compliance Plan Addendum Methodology

The Medicare Compliance Plan Addendum are reviewed and revised at least annually by the Medicare Compliance Department and approved by the Medicare Compliance Committee. The Medicare Compliance Plan Addendum are based in large part upon the elements of a compliance plan as specified in the Federal Sentencing Guidelines, the OIG’s Compliance Program Guidance for Medicare+Choice (renamed Medicare Advantage) Organizations, the CMS Medicare Managed Care Manuals, the Prescription Drug Benefit Manual, and the Medicare-Medicaid Plan 3-Way Contracts.

The risk areas are enhanced and/or segmented to more specific issues through the quarterly risk review process. The risk areas and objectives are updated as appropriate to reflect characteristics and activities relevant to Anthem Medicare (including CMS metrics and outlier information).

3. Medicare Compliance Plan Addendum Policies and Procedures

Medicare Compliance Policies and Procedures (P&Ps) are reviewed and approved at least annually by the Medicare Compliance Committee or a subcommittee thereof.

Medicare Compliance uses a P&P management system to ensure Medicare Compliance P&Ps and the P&Ps maintained by the business units supporting Medicare are reviewed and updated as appropriate on at least an annual basis, or more frequently as guidance or business needs dictate. Use of this system ensures Medicare P&Ps are created, edited, and stored in a consistent manner and in accordance with CMS guidelines. This system also enables Medicare Compliance to run regular reporting to ensure that P&Ps are timely reviewed and updated as appropriate. Please see Appendix 6 – Policy and Procedure Index for direct links to Anthem’s P&Ps.
4. Compliance Training

As noted throughout this Medicare Compliance Plan Addendum, compliance training is a critical element of the Medicare Compliance Program, as it ensures all associates, management, as well as FDRs, are aware of applicable Federal and State laws, regulations, and guidelines.

5. Performance Measurement and Reporting

Anthem monitors and reports on key performance metrics established in conjunction with our CMS Regional Office Health Plan Managers during our regularly scheduled Compliance Calls. These business metrics are assessed against the CMS required performance measurements as well as Anthem expected performance measurements. If performance does not meet CMS or Anthem requirements in a given month, the business leader provides an action plan with appropriate remediation steps that will be taken to bring performance back into compliance in a timely manner. The action plan includes root cause analysis and specific corrective actions designed to correct and prevent future noncompliance by Anthem or its FDR. Ongoing monitoring of performance occurs until compliant performance is met consecutively for a period of time.

CMS expects open, responsive and prompt communication with Medicare sponsors pursuant to 42 CFR §422.504(f) and §423.505(f). Sponsors are required to provide “all information to CMS that is necessary for the Agency to administer and evaluate the program.” Anthem utilizes the Compliance Communications Center (CCC) to meet this requirement and provide timely and accurate information to CMS in order to support their administration and evaluation of the Medicare plans offered by Anthem.

The Medicare Compliance Department manages the CCC and documents all material compliance issues, compliance-related Questions, Inquiries, and Requests (QIRs), and other appropriate compliance-related topics in a comprehensive log which is communicated to CMS Regional Office management monthly or as requested. Please see Appendix 10 - Sample Compliance Communications Center Log.

Newly identified Medicare issues which may also be compliance issues will be directed to the CCC by any Anthem associate involved in the identification of the issue. This notification can occur via telephone to a dedicated CCC line (414-477-1533), e-mail (ComplianceCommunicationCent@Anthem.com) or other means as necessary to ensure a prompt and timely investigation of the potential issue and response. Retaliation against anyone who reports a compliance issue in good faith is strictly prohibited. The Medicare Compliance Officer, or a designated Medicare Compliance associate accountable to the Compliance Officer, is responsible for regular status reports to CMS and for validating resolution of the issues as soon as information is available. The Medicare Compliance Officer has the accountability for
making applicable self-disclosures to CMS, even if the resolution has not been identified. Please see the Medicare Compliance Communications Center Policy & Procedure Guide for more details.

D. Program Integrity (FWA)

Consistent with CMS’ Prescription Drug Benefit Manual (Chapter 9) and CMS’ Medicare Managed Care Manual (Chapter 21), as well as other applicable CMS Medicare guidance, Anthem has incorporated the below the key concepts of its FWA Plan into this Medicare Compliance Plan Addendum.

1. Overview of Anthem’s Medicare Program Integrity, Fraud and Abuse Program and Special Investigations Unit (SIU)

Anthem’s Medicare SIU and Medicare Compliance Department coordinate efforts to provide a FWA program for Anthem’s Medicare Plans and related activities. The following provides an overview of the Medicare SIU objective and goals:

- **Objective:** Improve the health of the Medicare population we serve and increase the Cost of Care savings of the corporation through the proactive and the reactive identification and investigation of fraud and abuse in Medicare claims.

- **Goals:**
  - Identify system vulnerabilities that may facilitate fraud, and report to Medicare Compliance management, Internal Audit, Corporate Ethics, Privacy and Compliance and other impacted areas of the company with recommendations to address the problem.
  - Educate and sensitize associates, customers, regulatory agencies and law enforcement personnel by providing fraud awareness programs.
  - Conduct investigations with integrity in a thorough, timely and confidential manner.
  - Maintain strong, supportive relationships with law enforcement and other entities involved in combating Medicare fraud and abuse. Refer appropriate cases to law enforcement partners and regulatory agencies.
  - Recover payments made on fraudulent or abusive Medicare claims.
  - Be a leader in the industry through best-in-class people, technology, and outreach.

The Medicare SIU operates under the direction of the Staff Vice President of SIU, Program Integrity, who has dotted-line reporting to the Medicare Compliance Officer. The Medicare SIU staff is made up of a team of Managers and Investigative staff dedicated to preventing, detecting, and investigating Medicare FWA. The Medicare SIU staff is made up of associates with diverse experiences including claims, provider network, nursing, pharmacy, and fraud investigations. Additionally, the Medicare SIU Team is located across the country to ensure proper coverage and awareness of Anthem’s Medicare plans and CMS’ high-risk zones. Please see Appendix 11- Medicare SIU Organizational Structure

Investigators are responsible for investigating assigned cases in order to detect FWA activities and practices, and recover funds paid on fraudulent claims. They act as collaborative members on an investigative team, perform tasks assigned in order to contribute to the overall success of
the Medicare SIU Team, and effectively partner with law enforcement resources. Additionally, the Medicare SIU Team coordinates and meets with other business teams, as well as the Medicare Compliance Team, on a regular basis to review SIU activities and ensure proper FWA monitoring is occurring across Anthem’s Medicare business.

2. Reporting Medicare FWA

In order to maintain the effectiveness of the Medicare SIU, a comprehensive approach is utilized for the reporting of all allegations of FWA within the Medicare program. Allegations are referred to the Medicare SIU by associates, members, health care providers, FDRs, and other external entities, including Medicare Integrity Drug Contractors (MEDICs).

All available methods are user-friendly, confidential and/or anonymous, easy to access and navigate, and are available 24 hours a day for reporting Medicare FWA. Reporting methods include Anthem’s Medicare Fraud Hotline (866-847-8247), a Medicare Fraud Referral Form available online to Anthem associates, and the Medicare SIU email mailbox (MedicareSIU@anthem.com). Additionally, members and providers may also use the Customer Service Center to report Medicare FWA.

3. FWA Training

Anthem associates receive annual training on ethics and compliance, which includes education on FWA risks based on the individual’s job function. The SIU Team provides input and assists with the development of the FWA content delivered through the annual training. Please see Section I.C.4 Training and Education for more information on Anthem’s Medicare training requirements.

Anthem’s Medicare Compliance Department creates and maintains customized FWA training materials that may be used by FDRs supporting Anthem’s Medicare plans. These materials ensure that the FDRs are aware of the FWA guidance provided in the applicable Medicare Advantage and/or Prescription Drug Program regulations (in pertinent part 42 CFR Parts 422 and 423). As noted in Section I.C.4 of this Medicare Compliance Plan Addendum, the Medicare Compliance Department in partnership with Medicare oversees all FDRs’ completion of the annual FWA training and certification requirements.

Finally, the SIU Team collaborates with other Anthem departments to ensure a comprehensive education program is in place for associates, providers, members, business partners, and FDRs. Methods of FWA education include, but are not limited to the following: Pamphlets, newsletters, messages on member Explanation of Benefits and provider Explanation of Payments, and provider manuals.

4. Policies and Procedures

The Medicare SIU policies and procedures are detailed and specific, and describe the operation of the Medicare SIU department and related FWA prevention, detection, mitigation and referral processes. They include reporting mechanisms and how suspected, detected or reported potential
FWA issues are investigated and addressed (corrective actions, disciplinary actions and remediation). Medicare SIU associates review and update the policies and procedures on a regular basis to incorporate changes in applicable laws, regulations, and other program requirements. All Medicare SIU policies and procedures can be found within the Medicare policy and procedure repository or upon request.

5. Data Analysis and Investigation

The Medicare SIU utilizes various tools and methods in the detection and prevention of potential FWA. Data analysis is a tool to compare various claims and other related information to identify potential errors, identify areas of risk and establish a baseline to recognize trends. Data analysis is essential in determining the existence of aberrancies or potentially fraudulent or abusive patterns in claims.

The Medicare SIU utilizes computer-based applications and data mining reports to assist in detecting and preventing potential fraud. An example of a proactive tool used by the Medicare SIU is the Velocity Report. The Velocity Report identifies providers, pharmacies, and beneficiaries from the ten (10) CMS Health Care Fraud Prevention and Enforcement Action Team (HEAT) counties who appear to either have spiked billings or are new providers with billings of more than $10,000. The Velocity report contains an average of the Provider’s, Pharmacy’s or Beneficiary’s 12-month payment history and it falls into the “Outlier” category when the most recent month represents a huge increase over the 12-month average.

6. Referrals to the Medicare Drug Integrity Contractors (MEDIC)

Consistent with the Prescription Drug Benefit Manual, the Medicare SIU Team makes FWA related referrals to and investigates referrals from the MEDIC. Referrals to the MEDIC follow a standard format and include the following elements, as applicable:

- Beneficiary-identifying information including identification number, address and telephone number.
- Provider-identifying information including identification number, location type of provider, etc.
- Service involved - prescription claims information including Date of Service, prescriber, pharmacy, drug codes, place of service, etc.
- Pricing detail - billed, allowed, paid, co-payment and other amounts as reasonably requested or relevant.
- Allegation - detailed to included timeframe, parties involved, etc.
- Source of complaint - indication as to whether internal or external.
- Narration of the referral process, including any relevant historical information.
7. FWA Corrective Actions

The Medicare SIU Team has the ability to request corrective action plans from providers or vendors who are believed to be responsible for fraudulent, wasteful or abusive billing or service patterns. The Medicare SIU Team has the ability and authority to respond to violations and to help prevent future fraudulent, wasteful or abusive patterns. As a part of the Corrective Action Plan process, Anthem will typically take or evaluate the following actions:

- Referral to the MEDIC - In general terms, referral of an investigation to the MEDIC is a corrective action for fraud and abuse. Such a corrective action can also include referral to law enforcement, with close MEDIC coordination.
- Repayment of overpayments – The Medicare SIU Team is able to demand refund of overpayments from fraud or abuse claims submitted by providers or members.
- Exclusion - Identifying and recommending providers for exclusion, including physicians and pharmacists who have defrauded or abused the system.
- Provider education - In coordination with the Medicare SIU Team, the business and operations units shall have the ability to notify and educate providers and pharmacies regarding activities which may involve claims data or referral information which indicates a potential problem.

8. FWA Risk Assessment

The Medicare SIU Team maintains a FWA Risk Assessment process to ensure a formal baseline evaluation of Anthem’s Medicare FWA risk areas occurs on a regular basis. The assessment incorporates and utilizes the following inputs to ensure an effective FWA program is maintained:

- Current FWA trends and schemes
- CMS issued Fraud Alerts, FWA-related memos and notifications
- Input from key Medicare and SIU leadership
- Results of data mining and active investigations
- MEDIC Trainings
- Office of Inspector General (OIG) Reports

All identified FWA risks are reviewed at least bi-annually to determine potential impact and current mitigation plans. Mitigation activity is tracked and monitored to ensure proper processes are in place to reduce the overall risk to Anthem’s Medicare programs and members.

SECTION II - REGULATORY AND INTERNAL AUDITING

Anthem Corporate Internal Audit has a team of auditors that provide broad coverage for Anthem, Inc.; including Medicare plan related audits to reasonably ensure CMS compliance requirements are understood and monitored for compliance. Updates related to these reviews, including the number of audits in progress and the number of critical, moderate, and low risk findings, are reported to the Medicare Compliance Department monthly and rolled into the Medicare Compliance Dashboard report. The 2018 MAP for the Medicare lines of business include:
- Assurance audits of the risks and employed controls for CMS compliance, financial, operations, and systems migrations.
- Audits of high-risk member services functions to specifically assess ongoing compliance (e.g., Risk Adjustment data validation, enrollment, Agent/Broker management, and migrations) as well as an annual independent audit of the Medicare Compliance program per CMS requirements.

Audit reports are provided at the conclusion of each audit to relevant executive management. In addition, summary audit results are reported quarterly to the Medicare Compliance Committees, as well as to the Audit Committee.

SCREENING ENROLLEE COMPLAINTS

The grievances and appeals processes are handled within Anthem’s Medicare Grievances and Appeals Departments. Processes and procedures are in place to accurately classify member complaints into appeals, grievances, general inquiries or requests for initial coverage determinations.

COMPLAINT TRACKING MODULE (CTM) TEAM

CMS’ CTM cases, which are housed within the Health Plan Management System (HPMS), capture complaints on behalf of beneficiaries which result from calls received at 1-800-MEDICARE, as well as inquiries received by CMS Central and Regional Offices. Within Anthem Medicare, there is a dedicated CTM teams which manages the resolution of these complaints, helping to ensure that there is follow up with the impacted beneficiary, beneficiary representative or provider, as well as closure of each case within the HPMS CTM system. Per the CMS CTM Standard Operating Procedure (SOP) Timeliness requirements: Immediate Need complaints (considered life threatening, e.g. out of medication) are to be resolved within 48 hours, Urgent Need complaints are to be resolved within seven (7) calendar days, and No Issue Level complaints are to be resolved within 30 calendar days. If a member cannot be reached via telephone, a letter is sent after three (3) telephone attempts have been made on 2 separate days communication resolution of case.

Anthem’s CTM case process includes analysis of beneficiary complaints to identify potential trends and opportunities for process improvement. CTM complaints will be used as a source to identify potential non-compliance and process improvements so accountable areas and appropriate resources are promptly engaged to resolve and improve performance. CTM data is included in the Member Experience Workgroup, which is a subcommittee of the Medicare Compliance Committee. The purpose of this Workgroup is to analyze trends obtained from CTM complaints, and identify opportunities to improve the member experience.

Anthem reviews CTM volumes, aging and specific cases monthly with the CMS Regional Office management. Anthem monitors activity ongoing to identify new trends and to work with appropriate functional areas to identify action items to prevent reoccurrence and reduce CTM complaints within Anthem’s control.
MONITORING AND AUDITING FDRs

Anthem’s Medicare Compliance team is responsible for management of the centralized FDR Oversight Program, which ensures proper oversight and ongoing monitoring of all FDRs performing delegated functions on behalf of Anthem’s Medicare contracts. Each FDR has an assigned internal Anthem business owner who is responsible for ensuring FDR compliance with applicable CMS requirements and standards, as well as Anthem contractual requirements.

To ensure adequate oversight of FDR compliance with CMS’ requirements, the following monitoring processes occur:

- Detailed day-to-day oversight of FDRs by respective business owners and subject matter experts.
- Compliance assessment through review of status reports completed for each FDR by the respective business owner.
- Deficiency resolution process to ensure all identified non-compliance issues are corrected in a timely and proper manner.
- Annual FDR audits performed by business owners to ensure the FDRs are acting in accordance with their Anthem agreement and all applicable regulatory requirements.
- Compliance focused annual audit of a selection of FDRs based on identified risk factors.
- Second-level verification of information in status reports, as well as maintenance of support documents, to confirm accuracy and proper documentary evidence.
- Centralized documentation using a comprehensive tracking database and data archive.
- Routine updates of FDR monitoring and auditing activities, as well as monthly reporting of all FDRs’ compliance statuses, is made to Medicare Compliance leadership and the Medicare Compliance Committee as needed.

DENYING CLAIMS BY EXCLUDED PROVIDERS

Anthem monitors appropriate sanction resource lists to identify providers for whom claims should be denied for its Medicare businesses. For pharmacy providers, the PBM shall be primarily responsible for reviewing the Officer of Inspector General (OIG) and General Services Administration (GSA) sanction lists in their entirety to ensure no excluded providers are in the pharmacy network. Monthly updates to the sanctions lists are monitored to ensure pharmacies new to the list are not included in the network. For medical providers, Anthem Medicare Claims monitors the OIG website on a monthly basis to identify sanctioned providers both to prevent payment for medical claims to ineligible providers, and to support correct claim determination complying with Medicare regulations. Please see Appendix 13 - Anthem Sanctioned and Opt Out Providers - Prevention of Payment Policy and Procedure.

PHARMACY AND THERAPEUTICS COMMITTEE

For Anthem’s Medicare contracts, the Pharmacy and Therapeutics (P&T) process is managed internally by Anthem. The charter and bylaws for Anthem’s P&T committee are attached as Appendix 12- P& T Committee Charter and Bylaws, Conflict of Interest Statement, and the P& T Formulary Development.
Policy. All committee members are asked to sign a confidentiality agreement and a member participation agreement when they join the committee. In addition, a conflict of interest statement is obtained from every member at every meeting. Voting members must disclose at all meetings any conflicts of interest they may have related to any agenda item.

PROPOSED AUDIT SCHEDULE

<table>
<thead>
<tr>
<th>2018 Audit Name</th>
<th>2018 Preliminary Scope</th>
</tr>
</thead>
<tbody>
<tr>
<td>Data Loss Prevention (DLP)</td>
<td>Assess the adequacy of the system of controls in place to detect and prevent data breach through monitoring and blocking sensitive data loss while in use, in motion or at rest.</td>
</tr>
<tr>
<td>Disaster Recovery Plan - Richmond Data Center</td>
<td>Assess the adequacy of the disaster recovery plans for the Richmond, Virginia, data center.</td>
</tr>
<tr>
<td>Hardware Asset Management</td>
<td>Assess management’s ability to maintain a complete, accurate and current hardware asset inventory to support adequate hardware asset lifecycle management.</td>
</tr>
<tr>
<td>Information Technology (IT) Network Redesign and Segmentation</td>
<td>Review the adequacy of the design, build and implementation of the Enterprise-wide IT network tiering redesign and segmentation.</td>
</tr>
<tr>
<td>Information Technology General Controls (ITGC) Assessments - Medicare Acquisitions</td>
<td>Assess the design and operating effectiveness of IT general controls for planned acquisitions within the Medicare business.</td>
</tr>
<tr>
<td>Medicare Beneficiary Identification (ID) Pre-Implementation</td>
<td>Perform a readiness review for changes impacting Medicare Beneficiary ID under the Centers for Medicare and Medicaid Services (CMS) Social Security Number Removal Initiative (SSNRI) where CMS is removing the SSN-based Health Insurance Claim Number (HICN) on new Medicare cards.</td>
</tr>
<tr>
<td>Medicare Member Experience</td>
<td>Review process and controls over Anthem Medicare Advantage Customer Service, including frontline associate and vendor first call resolution.</td>
</tr>
<tr>
<td>Medicare Supplement (Med Supp) Billing</td>
<td>Assess the accuracy of Med Supp billing processes that have migrated to GBD Facets from legacy systems.</td>
</tr>
<tr>
<td>Annual Incentive Plan Calculation Validation</td>
<td>Assess the accuracy of the Annual Incentive Plan achievement calculation.</td>
</tr>
<tr>
<td>Provider Payment Cycle Changes and the Reserving Process</td>
<td>Evaluate the impact to the reserving process based on provider payment cycle changes.</td>
</tr>
<tr>
<td>2018 Audit Name</td>
<td>2018 Preliminary Scope</td>
</tr>
<tr>
<td>-----------------</td>
<td>------------------------</td>
</tr>
<tr>
<td><strong>Anthem Care Management Platform (ACMP) Pre-implementation</strong></td>
<td>Review of the ACMP system, including migration of WellPoint Medical Decision Support (WMDS) to ACMP and integration with other platforms such as Interactive Care Reviewer (ICR), PEGA (Intake) and reporting tools.</td>
</tr>
<tr>
<td><strong>Commercial Quality of Care Oversight</strong></td>
<td>Perform a review of the processes in place to identify, report monitor, investigate and address quality of care.</td>
</tr>
<tr>
<td><strong>Enterprise Cost of Care Initiative Oversight</strong></td>
<td>Assess the oversight and processes to develop, value, monitor, and manage Cost of Care initiatives.</td>
</tr>
<tr>
<td><strong>Enterprise Provider Credentialing</strong></td>
<td>Evaluate the adequacy of the provider credentialing functions including adherence of the enterprise policy and procedures for the Commercial and Government Business Division (GBD).</td>
</tr>
<tr>
<td><strong>Fraud, Waste and Abuse Process Review</strong></td>
<td>Evaluate the centralized (Commercial, Government Business Division) processes and controls in place to identify, assess, and resolve provider fraud, waste and abuse.</td>
</tr>
<tr>
<td><strong>Government Business Division (GBD) Facets ClaimsXten Post Implementation Review</strong></td>
<td>Assess the GBD Facets conversion from ClaimCheck to ClaimsXten for system edit effectiveness.</td>
</tr>
<tr>
<td><strong>Medicaid Delegated Service Vendor Implementation and Oversight</strong></td>
<td>Evaluate oversight and monitoring controls of Medicaid Delegated Service vendors for regulatory compliance.</td>
</tr>
<tr>
<td><strong>Provider Data Management</strong></td>
<td>Perform reviews to validate recently enhanced Provider Data Management processes for both the Government and Commercial business divisions.</td>
</tr>
<tr>
<td><strong>Strategic Provider Solution (SPS) Pre-Implementation Review</strong></td>
<td>Perform a pre-implementation review of the new Strategic Provider Solution system, including assessing the effectiveness of functionality, project management and system controls.</td>
</tr>
<tr>
<td><strong>Group Retiree Solutions (GRS)</strong></td>
<td>Perform an assessment of the Group Retiree Solutions (GRS) business processes, including assessing ability to meet operational and financial goals.</td>
</tr>
<tr>
<td>2018 Audit Name</td>
<td>2018 Preliminary Scope</td>
</tr>
<tr>
<td>----------------------------------------------------</td>
<td>-------------------------------------------------------------------------------------------------------------------------------------------------------</td>
</tr>
<tr>
<td>Pharmacy Eligibility</td>
<td>Evaluate the accuracy and timeliness of eligibility feeds to Express Scripts (ESI).</td>
</tr>
<tr>
<td>Pharmacy Prior Authorization Process</td>
<td>Perform a post implementation review of the pharmacy prior authorization processes insourced from Express Scripts (ESI).</td>
</tr>
<tr>
<td>CareMore Provider Credentialing</td>
<td>Assess controls over CareMore's provider credentialing process.</td>
</tr>
<tr>
<td>Diversified Business Group (DBG) Governance and Execution</td>
<td>Evaluate the governance and execution of the enterprise DBG strategy, including roadmap, oversight, governance, product vetting, legal/regulatory engagement, and coordination among business units.</td>
</tr>
<tr>
<td>Hadoop - Big Data Analytic &amp; Storage Tool</td>
<td>Assess the adequacy of Hadoop IT general controls with a focus on data extract, transform and load (ETL) processes, redundancy, security, and availability.</td>
</tr>
<tr>
<td>Health Care Analytics (HCA) Data Fulfillment Process</td>
<td>Assess the process to fulfill data requests through the Request Information Management System (RIMS) and resolve data issues through the Data Issue Management System (DIMS).</td>
</tr>
<tr>
<td>Anthem Medicare Advantage Appeals Overturns</td>
<td>Review processes and controls for performing and resolving root causes of Anthem Medicare Advantage appeals overturned by the Centers of Medicare and Medicaid Services (CMS) Independent Review Entity (IRE).</td>
</tr>
<tr>
<td>Medicare Coordination of Care for Special Needs Plans (SNPs)</td>
<td>Review processes and controls for coordinating member care as required for Dual Eligibles Special Needs Plans (D-SNP).</td>
</tr>
<tr>
<td>Anthem Medicare Issue Remediation Follow-up</td>
<td>Assess management’s corrective actions for adequately mitigating high risk Centers for Medicare and Medicaid Services (CMS) compliance issues identified via external and/or independent reviews.</td>
</tr>
<tr>
<td>Centers for Medicare and Medicaid Services (CMS) 2019 Readiness Checklist</td>
<td>Validate a subset of the Centers for Medicare and Medicaid Services (CMS) Readiness Checklist items for 1/1/19 covering Anthem, CareMore, and Simply.</td>
</tr>
<tr>
<td>Medicare Compliance Program Effectiveness</td>
<td>Assess the compliance program effectiveness as required by Centers for Medicare and Medicaid Services (CMS) covering Anthem, CareMore, and Simply.</td>
</tr>
</tbody>
</table>
MEDICARE APPENDICES

1. **Anthem Commonly Owned and Controlled Affiliates Covered By The 2018 Compliance Plan**

   The attached Anthem Medicare Compliance Plan Addendum applies to the applicable Anthem, Inc. commonly owned and controlled entities that offer Medicare Supplement plans and/or are contracted with CMS to provide Medicare plan services. The specific Anthem, Inc. commonly owned and controlled entities governed by the attached Medicare Compliance Plan Addendum are:

   *Please note the 2018 Contract Listing is subject to CMS approval through the 2018 Application Process.*

   - H0544 – BLUE CROSS OF CALIFORNIA (HMO, C-SNP, D-SNP, I-SNP)
   - H1607 – ANTHEM INSURANCE COMPANIES, INC. (LPPO)
   - H1894 – AMERIGROUP WASHINGTON, INC. (HMO, D-SNP)
   - H2593 – CAREMORE HEALTH PLAN OF AZ (HMO, C-SNP, I-SNP)
   - H2836 – ANTHEM HEALTH PLANS, INC. (LPPO)
   - H3240 – AMERIGROUP NEW JERSEY, INC. (HMO, C-SNP, D-SNP POS)
   - H3342 – EMPIRE HEALTHCHOICE ASSURANCE, INC. (LPPO)
   - H3447 – HEALTHKEEPERS, INC. (HMO, D-SNP, I-SNP)
   - H3536 – MATTHEW THORNTON HEALTH PLAN, INC. (HMO)
   - H3655 – COMMUNITY INSURANCE COMPANY (HMO, D-SNP)
   - H4036 – ANTHEM INSURANCE COMPANIES, INC. (LPPO)
   - H4069 – ROCKY MOUNTAIN HOSPITAL AND MEDICAL SERVICE, INC. (LPPO)
   - H4346 – HMO COLORADO, INC. (HMO, C-SNP, D-SNP I-SNP)
   - H4823 – AMERIGROUP MARYLAND, INC. (HMO, D-SNP)
   - H4909 – ANTHEM INSURANCE COMPANIES, INC. (LPPO)
   - H5422 – BLUE CROSS BLUE SHIELD HEALTHCARE PLAN OF GEORGIA, INC. (HMO, D-SNP)
   - H5471 – SIMPLY HEALTHCARE PLANS, INC. (HMO, C-SNP, D-SNP, & I-SNP)
   - H5746 – AMERIGROUP COMMUNITY CARE OF NEW MEXICO, INC. (HMO)
   - H5817 – AMERIGROUP TEXAS, INC. (HMO, C-SNP, D-SNP POS)
   - H5854 – ANTHEM HEALTH PLANS, INC. (HMO, D-SNP)
   - H6229 – BLUE CROSS OF CALIFORNIA PARTNERSHIP PLAN, INC (MMP)
   - H6786 – ANTHEM HEALTH PLANS OF MAINE, INC. (LPPO)
   - H7200 – AMERIGROUP TENNESSEE, INC. (HMO, D-SNP)
   - H7728 – ANTHEM HEALTH PLANS OF NEW HAMPSHIRE, INC. (LPPO)
   - H8432 – ANTHEM HEALTH PLANS OF MAINE, INC. (HMO, D-SNP)
   - H8552 – ANTHEM BLUE CROSS LIFE AND HEALTH INSURANCE CO. (LPPO, C-SNP)
   - H8786 – AMERIGROUP TEXAS, INC. (MMP)
   - H9525 – COMPCARE HEALTH SERVICES INSURANCE CORPORATION (HMO, D-SNP)
   - H9886 – HMO MISSOURI, INC. (HMO, D-SNP)
As noted previously in the Medicare Compliance Plan Addendum, the aforementioned legal entities shall be individually and collectively referred to as “Anthem”.

To the extent applicable, the Medicare Compliance Plan Addendum also applies to FDR contracted with Anthem to provide applicable Medicare plan services.

2. **Anthem and Medicare Organizational Structure**
3. **Compliance Committees Organizational Chart**

```
Anthem, Inc.
Board of Directors

Board of Directors
Audit Committee

Chief Compliance Officer

Medicare
Compliance Committee

First Tier, Downstream,
Related Entity Compliance
Committee
```

4. **Medicare Compliance Department 2018 Key Accountabilities**

<table>
<thead>
<tr>
<th>Compliance Accountability</th>
<th>Description</th>
<th>Accountable Lead</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Expert Support</td>
<td>Make Medicare Compliance tools, resources and staff available to business and operations leaders so they can understand, develop and implement procedures and policy that are compliant with applicable regulatory requirements.</td>
</tr>
<tr>
<td>2</td>
<td>Compliance Monitoring</td>
<td>Identify and implement random and targeted audits of critical work or procedures to ensure that this work and/or procedures are compliant and working as expected. This monitoring will also be used to proactively identify any issues or problems, so that corrective measures can be implemented (including but not limited to updated or new training, reporting, policies &amp; procedures)</td>
</tr>
<tr>
<td>3</td>
<td>Internal Audit</td>
<td>Accountability for auditing large work flows and procedures related to Medicare. The Internal Audit team’s focus is not limited to confirming or denying compliance with applicable regulatory requirements.</td>
</tr>
<tr>
<td>4</td>
<td>External Audit</td>
<td>The Medicare Compliance team will work with applicable business, IT and operational units to ensure that external audits by CMS and other authorities proceed well, and accurately portray Anthem’s state of compliance. In pertinent part, this means that Medicare Compliance will strive to develop a cross functional planning and execution process that is designed to help Anthem respond to such external audit request in a timely and accurate manner.</td>
</tr>
<tr>
<td></td>
<td><strong>Communications</strong></td>
<td>Medicare Compliance will centrally manage key CMS compliance communications. Medicare Compliance will work with the applicable business, IT and operations leadership to deliver timely and effective compliance related communications to staff, vendors and delegated entities.</td>
</tr>
<tr>
<td>---</td>
<td>---------------------</td>
<td>-------------------------------------------------------------------------------------------------</td>
</tr>
<tr>
<td></td>
<td><strong>FDR Oversight</strong></td>
<td>Medicare Compliance will coordinate with the operations and business owners to oversee FDR compliance, monitoring, auditing and related communications. The purpose of this process will be to ensure Anthem’s FDRs, including Part D PBM vendors, are in compliance with applicable requirements.</td>
</tr>
<tr>
<td></td>
<td><strong>Part D Compliance</strong></td>
<td>Medicare Compliance will conduct oversight of compliance efforts specific to Anthem’s Prescription Drug Plans.</td>
</tr>
<tr>
<td></td>
<td><strong>Regulatory Policy and Integration</strong></td>
<td>Medicare Compliance will develop a process for distributing and soliciting feedback from impacted business, IT and operations personnel on new or revised MA and PDP regulations. The purpose of this process will be to increase Anthem’s ability to proactively impact, identify and deploy new and changing regulatory requirements.</td>
</tr>
<tr>
<td></td>
<td><strong>Sales and Marketing Compliance</strong></td>
<td>Medicare Compliance will oversee the development, review and submission of MA/PDP and MMP Marketing Material (as defined by the CMS Marketing Guidelines) to CMS. Medicare Compliance also monitors, audits and validates Sales processes to ensure appropriate measures are in place to effectively oversee and implement corrective actions related to Agent/Broker activities.</td>
</tr>
<tr>
<td></td>
<td><strong>Compliance Training</strong></td>
<td>To ensure that required training is administered and recorded for all required internal associates and FDRs.</td>
</tr>
<tr>
<td></td>
<td><strong>Policy and Procedures</strong></td>
<td>Work with applicable Medicare Operations units to ensure they properly document and update Policies and Procedures for complying with legal and regulatory requirements.</td>
</tr>
<tr>
<td></td>
<td><strong>Medicare-Medicaid Plans (MMP) Compliance Oversight</strong></td>
<td>Ensure that all the requirements of the 3-way contract are implemented correctly and the operational processes remain in compliance.</td>
</tr>
</tbody>
</table>
5. Medicare Compliance Organizational Chart

6. Policy and Procedure Index

- Anthem’s Ethics, Privacy and Compliance Policies and Procedures can be found here: [Anthem Corporate Ethics, Privacy & Compliance Policies and Procedures](#)
- Anthem’s Medicare Policies and Procedures can be found here: [Medicare Policies & Procedures Repository](#).
- Simply Healthcare’s Medicare Policies and Procedures can be found here: [Simply Medicare Policies and Procedures](#).
- CareMore’s Medicare Policies and Procedures can be found here: [CareMore's Policies](#).
7. Corporate Internal Audit & Enterprise Risk Management (ERM) Organizational Structure

8. Medicare Compliance Committee Charter

**Anthem Medicare 2018 Compliance Committee Charter**

**Introduction:** This Charter defines the mission, organization, functions, duties and authority of the Anthem Medicare Compliance Committee, (“MCC” or “Committee”)

**Mission:** The MCC supports the Anthem Ethics and Compliance Program. The MCC will direct and oversee compliance activities affecting Anthem’s Medicare Plans.

The MCO or Medicare Compliance Officer shall be accountable for making periodic reports to the Anthem, Inc. Board of Directors. The Anthem Chief Compliance Officer provides reports to the Board directly and the Medicare Compliance Officer also provides periodic reports directly to the Board. Consistent with the preceding, the MCC is hereby delegated authority on behalf of the Board to conduct oversight of Anthem’s Medicare plan compliance programs.
**Organization:** The Vice President of Medicare Compliance shall be the regular Chairperson of the MCC, however he/she may designate a proxy to chair the committee on their behalf. The MCC shall consist of Voting Members and Participants. Voting Members or their designees shall be entitled to vote on issues and approve actions before the MCC. Participants or their designees shall attend and provide input at MCC meetings, but shall not be permitted to vote unless named as a designee for a Member. Voting Members and identified Participants for the MCC shall include representation from each of the areas listed below. Other individuals may be invited to speak or present at MCC meetings on an ad hoc basis at the MCC’s or Chairperson’s discretion (e.g. Internal Audit, Pharmacy Benefits Management, Specialty Pharmacy, Dental & Vision, Behavioral Health, etc.).

The MCC shall meet monthly or as determined by the Chairperson of the Committee. Each Voting Member shall attend each meeting or appoint a designee to participate on their behalf. A proxy for a voting member is allowed one vote for themselves or the member unable to attend that particular meeting. If a Member is not able to attend and does not send a designee, at least a majority Voting Members or the proxies must be present in order to vote or approve any actions presented at the MCC meeting. Representatives from the following areas serve on the MCC:

- Medical Management
- Legal
- Special Investigations Unit (SIU)
- Marketing & Sales
- Medicare Plan Presidents
- Group Retiree Solutions
- Pharmacy Solutions & Clinical Pharmacy
- Medicare Operations Support
- Corporate Ethics and Compliance
- Human Resources
- Finance & Actuarial
- GBD Information Technology
- Clinical Programs
- Medicare Network Management
- Chief Compliance Officer
- Quality Management
- Medicare Revenue Management
- Product Management
- Medicaid Compliance
- Commercial and Specialty Business Division (CSBD)

**Functions, Duties and Authority:** The Committee has the following functions, duties, authority, and delegated responsibility:

- Annually review and approve Medicare Compliance Plan Addendum for each applicable year
- Annually review and approve Medicare Compliance and FWA Training
- Annually review and approve Medicare Compliance policies and procedures
- Annually review and approve Monitoring and Oversight plans
- Review and, as necessary, update and approve the FDR Compliance Committee Charter on at least an annual basis
- The FDR Compliance Committee is an authorized sub-committee of the MCC and is responsible for overseeing FDR’s supporting Anthem Medicare, and for providing regular updates and recommendations to the MCC on FDR matters.
- Obtain quarterly updates on the status and oversight activities of the FDR Compliance Committee.
- Quarterly review, discuss and approve Medicare specific risks using the Risk Register or other approved tools. Focus on review of high rated risks from the Risk Register.
- Quarterly review and discuss reports on FWA trends and areas of risk from the Medicare Special Investigations Unit Team
- Review, discuss and approve the status of corrective action plans (CAPs) including closure, if applicable at each meeting
- Receive updates from New England Joint Enterprise (NEJE) semi-annually
- Receive updates from Human Resources (HR) semi-annually
- Receive updates from Privacy with regard to emerging trends, educational and outreach activities and investigations impacting Medicare.
- Receive updates from Ethics as appropriate, with regard to any emerging trends, and issues impacting Medicare.
- Receive updates on matters disclosed to CMS, FWA trends, Monitoring and Oversight findings, and Internal Audit findings.
- Monitor political environment on state and federal levels anticipating legislative activity that will have impact on Medicare’s operations
- Implement and maintain an effective Medicare program with a focused compliance communications strategy for the enterprise
- Receive ad hoc reports from the Medicare Quality Committee
- Provide recommendations for the content of any compliance training
- Review and discuss Medicare internal audits
- Review external audit reports as well as external regulatory reports
- Receive regular and ad hoc reports on the status of compliance to the Board, a sub-committee of the Board or other higher level Anthem Compliance Committees.
- Undertake other activities that may assist in ensuring Medicare regulatory requirements are met including protection from FWA.

9. **2018 Medicare Compliance Monitoring and Oversight Plans**

   ![2018 Monitoring Plan.xlsx](2018 Monitoring Plan.xlsx)

10. **Compliance Communications Center Log Template**

    ![Monthly CMS-Anthem Log.xlsx](Monthly CMS-Anthem Log.xlsx)
11. Medicare SIU Organizational Structure

Edward Stubbers  
SVP & Chief Compliance Officer

Craig Samitt, MD  
EVP & Chief Clinical Officer

Brandon Charles, MD  
VP Program Integrity

Bob Mays  
Staff VP, SIU, Program Integrity

David Duhaime  
Director, SIU

Investigator Lead:  
Jennifer Cregg, NJ

Investigator Sr:  
Barbara Tapanes, FL  
Patricia Vrzal, WI

Investigator Assistant:  
Marian Burgess, VA

Paulina Davis  
Manager

Investigator Sr:  
Lorraine Boothe, DE  
Amanda Gallardo, TN  
Stephen McNulty, CA  
Shelley Patnaude, WI  
John Pollock, MI  
Shanna Prager, FL

Investigator I  
Rebecca Salazar, VA

Investigator II  
Cathy Landon, MD
12. **Anthem P&T Committee Charter & Bylaws, Conflict of Interest Statement, and Formulary Development Policy**

   - [Anthem PT Process Charter Revised 04](#)
   - [Conflict of Interest 2017.pdf](#)
   - [MPD0601 Med D P & T and Formulary Devi](#)

13. **Anthem and CareMore Sanctioned and Opt Out Providers - Prevention of Payment Policy and Procedure**

   - [CLM016.pdf](#)
   - [CHS-TC-QI 110 Monitoring and Reii](#)